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Software update

Flowz Live v4.0.3.140 Release Notes

We are pleased to advise the following updates have been made to the live Flowz environment
following our annual external security audit.

1. All document uploads are now scanned for malicious content before they leave the
source device.

2. Self-serve password reset can only be operated five times in any 24-hour period. After
five attempts the password must be reset by a user with admin access to the People
menu, where a password reset can be forced.

3. The Flowz now blocks attempts at simultaneous logins. You can still open multiple
windows in a single session, but any attempt to login to the same account more than
once at a time will close open sessions and lock the user out for 5 minutes.

4. Inactive sessions will now automatically log out after 30 minutes idle time.

5. Password reuse will be prevented for the last five resets.

Various other improvements have been made at the backend of the system.

If you have any questions, we would be happy to discuss these, but some security measures
are confidential.

We are always here to help you make better use of Flowz.

Please raise any questions through support@flowz.co.uk.

Thanks,

David Stone
Managing Director
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